Minnesota Dual-Training Pipeline
Competency Model for Information Technology
Occupation: Network Engineer

Employer-Specific Requirements

Occupation-Specific Competencies*
- Network infrastructure
- Recognize functional problems
- Documentation of development/revisions
- Cloud ecosystems
- Upgrade/maintain systems
- Team interface

Industry-Sector Technical Competencies*
- Systems analysis
- Computer network architecture
- Data analytics
- Performance engineering
- Security and computing networks
- Robotics, artificial intelligence and machine learning

Industry-Wide Technical Competencies
- Principles of information technology
- Databases, applications—Compliance
- Networks, telecom, wireless and mobility
- Software development and management
- User and customer support
- Digital media and visualization
- Risk management, security and information assurance

Workplace Competencies
- Business fundamentals
- Teamwork
- Innovative thinking
- Planning and organizing
- Problem solving and decision making
- Working with tools and technology

Academic Competencies
- Reading
- Writing
- Mathematics
- Science
- Communication
- Critical and analytic thinking
- Fundamental IT user skills

Personal Effectiveness Competencies
- Interpersonal skills and teamwork
- Integrity
- Professionalism
- Initiative
- Dependability and reliability
- Adaptability and flexibility
- Lifelong learning

Based on: Information Technology Competency Model Employment and Training Administration, United States Department of Labor, September 2012.

*Pipeline recommends the Industry-Sector Technical Competencies as formal training opportunities (provided through related instruction) and the Occupation-Specific Competencies as on-the-job training opportunities.
Competency Model for Network Engineer

**Network Engineer** – A technology professional who is highly skilled in planning, constructing, and managing networks to ensure they are optimized and functioning as intended. This person is responsible for the foundation of an organization’s IT system.

**Industry-Sector Technical Competencies**

- **Systems analysis** – Able to study a procedure or business to identify its goals and purposes and create systems and procedures that will achieve them in an efficient way.
- **Computer network architecture** – Understand specifications detailing how a set of software and hardware technology standards interact to form a computer system or platform.
- **Security and computing networks** – Understand rules and configurations designed to protect the integrity, confidentiality, and accessibility of computer networks and data using both software and hardware technologies.
- **Software engineering** – Understand the detailed study of engineering to the design, development, and maintenance of software.
- **Robotics, artificial intelligence, and machine learning** – Understand hybrid technology integration to execute tasks and solve problems.
- **Data analytics** – Understand the science of examining raw data with the purpose of discovering knowledge and how that data interacts with the overall network.
- **Performance engineering** – Demonstrated understanding of the techniques applied during a systems development life cycle to ensure the non-functional requirements for performance will be met.

**Occupation-Specific Competencies**

- **Network infrastructure** – Know how to analyze, design, install, configure, maintain, and repair network infrastructure and application components to meet company and user satisfaction.
- **Recognize functional problems** – Understand how to identify and problem solve problems with functionality in computer networks.
- **Documentation of development/revisions** – Know and practice the discipline of recording steps and changes in network development and maintenance.
- **Cloud ecosystems** – Understand how cloud technology works in network computing.
- **Upgrade/maintain systems** – The act of rolling out improvements to network systems, which are required for integration with other systems and programs.
- **Team interface** – Understand how to work with various teams, vendors, clients and others for the implementation and support of networking products and services.

## Network Engineer Training Plan

<table>
<thead>
<tr>
<th>List Course/Training Name and Title</th>
<th>Description of Courses and/or Training Program</th>
<th>List Responsible Provider: Company, College, Trainer, or other</th>
<th>Anticipated Completion Date</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Related Instruction Competencies</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Systems analysis</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Computer network architecture</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Security and computing networks</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Software engineering</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Robotics, artificial intelligence, and machine learning</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Data analytics</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Performance engineering</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>On-The-Job Training Competencies</strong></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Network infrastructure</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Recognize functional problems</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Documentation of development/revisions</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Cloud ecosystems</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>--------------------------</td>
<td>----------------------</td>
<td>----------------------</td>
<td>----------------------</td>
</tr>
<tr>
<td>Upgrade/maintain systems</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Team interface</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
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